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[bookmark: _Toc462478989]Abstract of the contribution: This contribution proposes to use DNS as a solution for new Edge Application Server Discovery at Edge Relocation for Distributed Anchor for both, SSC#3 and SSC#2 modes.
1	Introduction
This contribution proposes a solution for Edge Application Server (EAS) re-selection for the scenario where connectivity model is Distributed Anchor and there is a re-anchoring with either SSC#2 or SSC#3 and then Edge Relocation.
2	Proposal
This pCR proposes a solution for Key Issue #2: Edge Relocation in TR 23.748. 
The UE is Edge Computing Service agnostic.
The proposed solution supports the Distributed Anchor connectivity model and describes Discovery of Edge Application Server at edge relocation due to PDU Session re-anchoring. The description includes both, SSC#3 and SSC#2 modes and it is aligned to and complements:
· Solution Y in S2-2003588 for DNS based Discovery of Edge Application Server for Distributed Anchor connectivity model,
· Solution 3 for DNS based Discovery of Edge Application Server for "Session Breakout" connectivity model with dynamic insertion of local PSA for Edge Computing. 
This solution works with encrypted DNS protocol (e.g. DoH), when the DNS resolver is in the operator or 3p network, and independently on the DNS deployment (whether DNS distribution pairs the distribution of the PSAs, or there is central DNSs instead).
Assuming solution Y (S2-2003588), at PDU Session re-anchoring, a new DNS query for the Application FQDN triggers the selection of an AS that is closets to the new PSA:
A. SSC#2: the IP traffic is sent over the new PDU session as soon as the new PDU session is stablished. The trigger of a new DNS query can be multiple, but it can be accelerated by having the OS notifying the Application clients of the new IP connection (OSs and many Application clients are designed already today to use this information in the wifi-3GPP access changes). A new DNS request will also be sent for the Application FQDN if, for example, the former AS is not available through the new PSA, the Application is designed to send frequent queries or if the TTL of the previous DNS has expired.

B. SSC#3: the two PSAs coexist for a period of time and the traffic is moved to the new PDU sessions gradually. As the first PDU session is still available, there is the option of having the Application Server instructing the application client to facilitate the move. A new DNS request will also be sent for the Application FQDN if, the application client supports OS notifications (described above), the former AS is not available through the new PSA, the AS is designed to send frequent queries or if the TTL of the previous DNS has expired.
The UE DNS Stub Resolver cache is assumed not to be used as it is bound to the former IP connection, and the new DNS queries are sent over the new PDU Session. Else, the sending of the new query will depend on the TTL in previous DNS response.

************* Start Changes *************
[bookmark: _Toc500949097][bookmark: _Toc23255036][bookmark: _Toc26346408][bookmark: _Toc26346621]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
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*********** Next Change (all new) ***********

6.X	Solution #X: DNS for AS Discovery at Edge Relocation
[bookmark: _Toc19026900][bookmark: _Toc19034311][bookmark: _Toc19036501][bookmark: _Toc19037499][bookmark: _Toc19048012]6.x.1	Solution description 
The solution addresses Key Issue #2: Edge Relocation. The UE is Edge Computing Service agnostic.
This solution supports the Distributed Anchor connectivity model and describes Discovery of Edge Application Server at edge relocation due to PDU Session re-anchoring. The description includes both, SSC#3 and SSC#2 modes and it is aligned to and complements:
· Solution Y for DNS based Discovery of Edge Application Server for Distributed Anchor connectivity model.
Like Solution Y, this solution supports encrypted DNS, and both MNO and 3p DNS Resolvers.
With Edge Computing, Applications Servers can be distributed and be deployed at the edge of the cellular networks. In this scenario, the Edge Application Server that is topologically closest to the UE should be selected. The Edge Application server that is closest to the PSA in IP distance is the one closest to the UE. At Edge Relocation due to PDU Session re-anchoring, there might be another Edge Application Server that is closets to the new PSA.
This solution assumes Solution Y to discover with DNS an AS that is closest to the PSA. Assuming that solution, at PDU Session re-anchoring, a new DNS query for the Application FQDN can trigger the reselection of an AS that is closets to the new PSA. 
Detailed procedures describe this solution at PDU Session re-anchoring with SSC#3 and SSC#2.
[bookmark: _Toc26773893][bookmark: _Toc26346623][bookmark: _Toc26346410][bookmark: _Toc23255038]6.X.2	Procedures
6.x.2.1 High Level procedure for SSC#2
At mobility, if another UPF is closer to the UE, the PDU Session can be re-anchored with that UPF and get a new PSA. This solution allows to discover if there is an Edge Application server that is now the closest to the new PSA. 
If the PDU Session is SSC#2, the former PDU session is removed when the new PDU Session with a new PSA is established. The IP traffic is sent over the new PDU session as soon as the new PDU session is established. The trigger of a new DNS can be multiple, but it can be accelerated by having the OS notifying the Application clients of the new IP connection (OSs and many Application clients are designed already today to use this information in the wifi-3GPP access changes). A new DNS request will also be sent for the Application FQDN if, for example, the AS is not available through the new PSA, the AS is designed to send frequent queries or if the TTL of the previous DNS has expired.
Note: The UE DNS Stub Resolver cache is assumed to be removed when the former PDU session is removed. Else, the new DNS query will be sent out for resolution depending on the TTL received in previous DNS response for the same FQDN.
[bookmark: _Hlk41034031]Figure 6.x.2.3-1 below shows an example sequence for this solution that includes the following steps: 
When the UE sets up a PDU session, 5G Core existing mechanisms are used to provide the UE with the address of the DNS. The address provided depends on the DNS distribution selected as has been described in Solution Y. The DNS queries sent over the new PDU session are addressed to that DNS Resolver but might also be sent to another DNS Resolver depending on the Application client, the Browser or UE OS configuration.
[image: ]
Figure 6.x.2.3-1 Example flow for DNS resolution
1. Once the PDU Session has been established, an application may want to setup a connection to an edge Application Server. Typically, the Application Server is known by a domain name, and so that needs to be translated into an IP address. UE sends a DNS Query with the Application FQDN and the response is tuned to the PSA1 (see solution Y for further details).
2. The application traffic starts towards AS#1.
3. At some point the UE moves, the core network identifies the need to select a new anchor and triggers the anchor change.
4. The PDU session is SSC mode2, and so, a new session is re-established to the same DN and the previous session is discontinued. The existing PDU session is released before the new one is established. The Detailed procedure for the multiple PDU Sessions case is described in TS 23.501 subclause 4.3.5.1.
5. The Application could attempt to send traffic to AS#1 over the new PDU Session. Impact on the session continuity depends among other on the transport protocol (e.g. QUIC connections are not tied to the IP, but TCPs are) and the application built in support for that.
6. At some point the Application triggers a new DNS request for the Application FQDN. The new DNS request could be sent for example if the application client supports OS notifications of the new IP connection.
7. The DNS Query with the Application FQDN is sent over the new PDU Session and the response is tuned to the PSA2 (see solution Y for further details).
8. The application traffic starts towards AS#2.

6.x.2.1 High Level procedure for SSC#3
At mobility, if another UPF is closer to the UE, the PDU Session can be re-anchored with that UPF and get a new PSA. This solution allows to discover if there is an Edge Application server that is now the closest to the new PSA. 
If the PDU Session is SSC#3, the two PSAs coexist for a period of time and the traffic is moved to the new PDU session gradually. The UE starts using the IP address /prefix associated with the new PDU Session for the new traffic flows (or even proactively for existing traffic flows where possible (if it has the mechanisms (outside 3GPP scope)). As the first PDU session is still available, there is the option of having the Application Server instructing the application client to facilitate the move. The application behaviour can change at re-anchoring and optimize the move if the situation is known to the application layer e.g. with SMF notification of PSA change. A new DNS request will also be sent for the Application FQDN if, the application client supports OS notifying the Application clients of the new IP connection (OSs and many Application clients are designed already today to use this information in the wifi-3GPP access changes), the former AS is not available through the new PSA, the AS is designed to send frequent queries or if the TTL of the previous DNS has expired.
Note: The UE DNS Stub Resolver cache is assumed to be bound to the former IP connection, and not considered for the new DNS Queries, which are sent over the new PDU Session. Else, the new DNS query will be sent out for resolution depending on the TTL of a previous DNS response for the same FQDN.
[bookmark: _Hlk41034152]Figure 6.x.2.3-1 below shows an example sequence for this solution including an example for how a stateful application can build service continuity. The sequence includes the following steps: 
The UE has a PDU session established and the application traffic has started towards an AS#1 that is closets to the PSA, that has been discovered using DNS mechanisms as described in Solution Y.
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[bookmark: _Toc26773894][bookmark: _Toc26346624][bookmark: _Toc26346411][bookmark: _Toc23255039][bookmark: _Toc19026902][bookmark: _Toc19034313][bookmark: _Toc19036503][bookmark: _Toc19037501][bookmark: _Toc19048014]Figure 6.x.2.3-1  Example sequence of DNS resolution
1. At some point, the UE moves, the core network identifies the need to select a new anchor and triggers the anchor change. The PDU session is SSC mode3, and so, a new session is established with the selected new anchor, but the former session will be maintained and coexist with the new one for a LifeTime “T” before it is removed. A timer is started for that purpose. The detailed procedure for the multiple PDU Sessions case is described in TS 23.501 subclause 4.3.5.2.
2. The Application traffic can continue on the former PDU Session as it is still available.
3. At some point the Application triggers a new DNS request for the Application FQDN. A new DNS request will be sent for example if the application client supports OS notifications of the new IP connection (OSs and many Application clients are designed already today to use this information in the WiFi-3GPP access changes.
4. The UE sends a DNS Query with the Application FQDN. That query is sent over the new PDU Session and it is resolved to an AS#2 that is closets to the new PSA (as described in Solution Y). 
5. A stateless application would start using the new AS#2. Stateful applications can leverage that the two sessions can coexist with SSC#3 to build service continuity. In this sequence, the application client informs the application server of the AS change. The AS#1 can then take control of the context migration and instruct the application client move to AS#2. As an alternative, the application client could multicast traffic to AS#1 and AS#2 during the context migration and until AS#2 can take over.
6. The application traffic is sent towards the AS#2 that is closer to the new PSA.
7. The old PDU Session is released by the UE or by the CP at Timer expiry.

6.X.3	Impacts on Existing Nodes and Functionality
[bookmark: _GoBack]FFS
*************** End Changes ***************
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